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Preface

The ongoing reports of violent incidents at schools and workplaces continue to raise concerns about possible similar incidents occurring at Army Installations, military and civilian facilities. Against this background, Command wants to assure you that it takes very seriously the responsibility to provide its employees, military personnel and customers, with a safe and secure environment.  

Command’s concern about workplace violence and its commitment to workplace health and safety has led to the development this Installation Workplace Violence Prevention Manual. The manual defines a draft policy, the operational structure of a Workplace Violence Prevention Team, and procedures to assess and to reduce risks of violence on installations. 

These activities reaffirm many long-standing Installation values, policies, and procedures, which promote mutual respect and guide interactions between employees on the Installation.

Command realizes that installations will only be as safe and secure as each military and civilian employee is willing to make them.  The Installation Violence Prevention Reference Manual was developed to provide command, military personnel, and supervisors, with need-to-know information and basic incident management skills that will enable them to quickly and decisively respond to early warning signs and try to prevent incidents of workplace violence.
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About This Manual

The Workplace Violence Prevention Reference Manual is intended to clearly define a uniform process for decisive and effective action when dealing with workplace situations that threaten the life and well being of military and civilian employees.  

Target Audience

The target audiences for this manual are members of the Installation Workplace Violence Prevention Team (WVPT), command, managers, and supervisors involved in managing threat cases. 

Incident Management Response System

This manual is designed as a guide for the implementation of an Installation Violence Prevention System.  All violence prevention activities are under the coordination of the Installation Commander.

Reference Manual Content

The Reference Manual is a comprehensive reference manual. It contains:

· information about the warning signs of potential violence

· strategies for confronting unacceptable behavior related to unresolved personal problems

· investigation, risk reduction, and protective procedures when dealing with threats and threatening behavior

· emergency notification procedures when responding to acts of violence in progress

The workplace violence prevention and incident management strategies described in this manual will involve command, military personnel, supervisors, and the members of the Workplace Violence Prevention Team (WVPT).

The WVPT does not intend to make instant experts of everyone, but Command wants those involved in the process to:

· Be alert to behavioral indicators of risk.

· Know how to gather and document relevant information.

· Try to accurately determine risk and exposure.

· Perform key actions to effectively and safely resolve the situation.

· Know the resources to call to defuse and to deflect potentially violent situations.

Section One: 

INSTALLATION INCIDENT MANAGEMENT SYSTEM
Chapter One: Workplace Violence Definitions

Generally when people hear the words "workplace violence," they tend to think in terms of worst-case scenarios, such as the media reports of mass murders that have occurred at Post Offices, or other workplace settings. 
As a result, there is a tendency to overlook the more high frequency, less lethal and common incidents of threats, harassment, intimidation or violence that occur closer to our place of work.  

For the sake of common understanding, here is a working definition of workplace violence.  


Workplace violence is any act that occurs in the workplace and results in threatened or actual harm to persons or property.
This definition includes a range of behaviors from verbal threats, verbal abuse, non-verbal threats, stalking, harassment, intimidation, physical assault, and homicide.

· It also includes physical acts directed against another person (or group of people):

· striking, pushing, kicking, grabbing and constraining other persons

· inappropriately displaying, handling, aiming or discharging a firearm or other weapon or object capable of inflicting physical injury

· wielding, thrusting or hurling any object in the direction of another person

· Verbal or written statements, or non-verbal gestures directed towards another person (or group of people):

· explicit or implied

· threatening body movements

· staring, glaring

· Words, language or acts of harassment directed against a person (or group of people):

· likely to cause excessive stress or psychological injury

· likely to incite a violent reaction by another person

· stalking of another person

· domestic violence that spills over into the workplace

· Act of destruction of property, equipment or resources

· Aberrant behaviors suggesting emotional distress

POSSIBLE BEHAVIORAL INDICATORS OF THE POTENTIALLY VIOLENT INDIVIDUAL

The first question many people ask when starting to develop a workplace violence prevention program is: How can we define and identify potentially violent individuals?    It would save time and solve problems if managers could figure out ahead of time what behaviors and personality traits are predictive of future violent actions.

No one can predict human behavior and there is no specific profile of a potentially dangerous individual.  However, indicators of increased risk of violent behavior are available.  These indicators have been identified by the Federal Bureau of Investigation’s National Center for the Analysis of Violent Crime, Profiling and Behavioral Assessment Unit in its analysis of past incidents of workplace violence.  Listed below are some of the indicators:

· direct or veiled threats of harm

· intimidating, belligerent, harassing, bullying, or other inappropriate and aggressive behavior

· numerous conflicts with supervisors and other employees

· bringing a weapon to the workplace, brandishing a weapon in the workplace, making inappropriate references to guns, or fascination with weapons

· statements showing fascination with incidents of workplace violence, statements indicating approval of the use of violence to resolve a problem, or statements indicating identification with perpetrators of workplace homicides

· statements indicating desperation (over family, financial, and other personal problems) to the point of contemplating suicide

· drug/alcohol abuse

· extreme changes in behavior

Each of these behaviors is a clear sign that something is wrong.  None should be ignored.  By identifying the problem and dealing with it appropriately, managers may be able to prevent violence from happening.  Agency planning groups should ensure that the appropriate staff member (or an incident response team) is prepared to assist supervisors and other employees in dealing with such situations.  Some behaviors require immediate police or security involvement, “others constitute actionable misconduct and require disciplinary action; others indicate an immediate need for an Employee Assistance Program referral. “ (From U.S. Government, OPM Workplace Violence Task Force Agency Planners Manual, 1999)

There are other types of behaviors, which are seen in people who often act violently. 

These include:

· "veiled" or indirect threats

· "conditional" threats

· excessive and intimidating references to other violent events

· special, excessive interest in police, fascist, military, and survivalist activities

· inappropriate, bizarre communications to co-workers

· intimidating or frightening comments about weapons

· "documenting" of other people who are "causes" of one's problems

· keeps "notes"

· makes "lists"

· conducts "surveillance", "interviews"

· paranoia, when one: 

· sees plots, conspiracies

· "stealing" of a loved one

· externalizes, blames others

· repeatedly accusing others for causing one's problems

· depression, suicidal, homicidal thinking

· non-specific anger, resentment, irritability, in absence of a provocation

· litigious, filing of numerous grievances and lawsuits

· "loner" (P. Deitz; TAG)

· self-mutilation, fire-setting,

· history of acting out behavior

· domestic abuse, harassment

· specific direct threats to an identifiable target(s), specifying:

· plan

· time

· place

· motive

· means

All these behaviors should be investigated, documented and assessed as part of an effective Installation Violence Prevention Program.

Chapter Two:
Incident Management Guidelines

In order to establish an effective Installation Violence Prevention System, various program elements must be defined. An effective program includes the following elements:

1. installation Violence Prevention Policy

2. an Incident Management System supporting the Policy

3. guidelines on the Prevention and Management of Workplace Violence

4. violence prevention investigation protocols

5. emergency response plans, integrated with other emergency teams and protocols

6. review of security and safety audits of the installation

7. the establishment of a Workplace Violence Prevention Team (WVPT) as a cross-functional group of individuals specifically trained to manage threats when they are reported

The Installation Workplace Violence Prevention Policy is important because it defines acceptable and unacceptable behaviors, what are the consequences for violating the policy, whom to call to report threats and how threats will be investigated when they are allegedly made.

The policy thus puts all personnel on notice how the violence prevention system operates and who is responsible for investigating and assuring a safe workplace.

What follows is a draft policy statement to serve as a guide for the installation policy.  The draft statement should be reviewed by the installation labor attorney, human resources and management employee relations personnel as to its applicability for a particular installation given existing military and civilian personnel policies, labor agreements, work rules, and contractual relationships. 

DRAFT INSTALLATION VIOLENCE PREVENTION POLICY

DRAFT:
 Workplace Violence Policy 

[Notice:  This policy should be reviewed by the Installation Commander and legal counsel because case law and contractual agreements in this area are constantly changing, with new decisions rendered often which may change some of this suggested draft content.]

Consistent with the Installation’s values and mission statements, Command is committed to establishing a work culture that encourages mutual respect and dignity for all military, civilian employees, contractors and customers.  We therefore want to maintain a work environment, which is free from any actions suggesting or displaying threats, intimidation, harassment, aggressive, assaultive or violent behaviors. This includes behaviors made on company premises at all times and while engaging in business, with or on behalf of us, off our premises.

We are therefore stating the following policy for all military and civilian employees. This statement is consistent with our desire to also maintain a two-way “open-door” grievance resolution policy, encouraging all employees to discuss any sources of conflict with command, supervisors and / or managers in order to resolve misunderstandings as fairly and quickly as possible.

We are implementing a “zero tolerance” policy for any acts of threats, assault, acts of intimidation, destruction, or other behaviors that generate fear in employees, contractors or customers.  Zero tolerance means that all such reported acts may be investigated in a timely manner.  Such unacceptable behaviors include, but are not limited to: “jokes,” horseplay, references about violent perpetrators or violent acts, physical actions that create concerns of fear or bodily harm, domestic violence, actions that threaten the well-being or safety of others, and / or bringing an unauthorized weapon of any kind onto our property.  In addition, we will make the presumption that any threat made constitutes an individual’s intent to do harm. 

Any employee, supervisor, manager or command officer knowledgeable of a threat being made, has an affirmative obligation to report that information to a supervisor, manager, security, or member of the Workplace Violence Prevention Team.  If threats are not reported, then management will not know about them, and therefore will not be able to take appropriate actions in terms of investigation or protection that might be otherwise indicated.

No employee that makes a threat of intimidation or violence should expect to maintain privacy in those areas that need to be investigated in order to insure the safety of the installation and workplace. Notification to command or management that a threat or violent action has occurred, may result in an investigation of an employee’s background, criminal history, weapon’s ownership, and searches of his or her work areas. 

If an employee makes a threat and/or commits an act of intimidation or violence, they may be subject to disciplinary action up to, and including termination. Employees committing such acts may be asked to voluntarily participate in a mental health assessment, paid for by the Installation.

The purpose of the policy is preventative and not punitive.  It is the responsibility of all of us to contribute to a safe workplace and management cannot do its part to prevent violence without the full cooperation of all military and civilian employees.  Along these lines, employees should be aware of a number of programs available to help employees experiencing problems. Depending on the circumstances, these may include the Employee Assistance Program other leaves of absence, community mental health centers and domestic violence facilities.

For additional information or assistance, or to report a concern, please call command, your supervisor, manager, security, or any member of the Installation Workplace Violence Prevention Team.

Workplace Safety System

Compliance and Consequences

The Workplace Violence Prevention Policy contains two major areas of compliance:

1.  Safe work practices

· The Workplace Violence Prevention Policy identifies violent behavior, threats, and threatening behavior as unsafe actions, and a clear violation of safe work practices.

2.  Early warning risk recognition and reporting

· Anyone who is a victim, target, or an observer of intimidation, threats, or other violence, is expected to report those incidents just as he/she is expected to report any other hazard in the workplace.  

Any military or civilian employee, who threatens or intentionally harms another, is presenting a clear and direct risk to the safety of the workplace.  This kind of unsafe behavior will be confronted and controlled, so as to reduce or eliminate the hazard and potential risks to Installation personnel.

Incidents determined to be hazardous may be investigated at several levels.  If the investigation confirms that there has been a violation of this policy, the appropriate corrective action will be taken.  These actions may include counseling, coaching, referral to Employer Assistance, arrest, prosecution, and/or discipline up to, and including, discharge/removal. 

Personal Compliance 

Command expects every employee to comply with Installation Workplace Violence Prevention Policy and maintain safe work practices based on mutual respect.  Personal compliance applies to everyone employed by the Installation– Command, Managers, union representatives, supervisors, military and civilian employees and contractual workers.  We are all responsible for controlling our anger and eliminating hostile behaviors that are intended to intimidate, frighten, or threaten another reasonable person.  

Installation Incident Management System

To assist in assessing potential threats and intimidation, Command may establish a Workplace Violence Prevention Team (WVPT) to:

· assess the risks posed by the circumstances of the threat

· initiate case management to reduce risk to employees and the organization

· contribute to the reduction of inappropriate behavior and facilitate conflict resolution

The WVPT (also referred to as the Team, hereafter) has an organizational structure to coordinate violence prevention activities and the responsibility of responding to potential incidents.  

While Team member composition may vary given the specific resources at any one installation, the Team roles and responsibilities are described below:

The Installation Workplace Violence Prevention Team (WVPT) 

Mission:  The mission of the WVPT is to prevent workplace violence targeted against Installation personnel.

Purpose:  The WVPT will assess and investigate the danger or harm that may result from a threat to:

· targeted installation military and or civilian employee(s)

· other affected people

· the installation

The WVPT may recommend plans to reduce the possibility of violence.

Goals
of the Installation Violence Prevention Program

· identify individuals who “threaten”

· assess the risk posed by circumstances of a threat

· initiate case management to reduce risk to: 

· employees

· the installation

· contribute to a safe workplace for all

· facilitate conflict resolution

· coordinate Violence Prevention Awareness Training

Workplace Violence Prevention Team (WVPT) Membership

The WVPT is a cross-functional team of individuals who usually deal with threats and situations of distress and potential violence. The creation of such a team is an excellent means to harness the skills necessary to prevent violence. Given the specific mission, and presence or absence of available resources at an installation, the Violence Prevention Team composition may include representatives from:

· Command

· Personnel

· Management Employee Relations (MER)

· Chaplain

· Employee Assistance Program (EAP)

· Family Advocacy Program Manager (FAPM)

· Occupational Medicine

· Health and Safety

· Provost Marshal

· GSA- Federal Protective Services

· Emergency Management Planning

· Force Protection

· Equal Employment Office (EEO)

· Legal 

· Training

Whatever the specific Team composition, the Team, itself, helps develop the installation violence prevention system in terms of:

· pre-incident planning

· threat management

· post-incident response

I.  Pre-Incident Planning Activities of the Installation WVPT 

8. implements the Workplace Violence Policy and Procedures

9. maintains Workplace Violence Prevention Team activities by defining:

· team membership

· specific roles and responsibilities

· relationships with internal and external resources

10. disseminates, throughout the Installation, promotional communications about violence prevention

11. defines violence prevention training needs in terms of:

· time-lines for training

· audiences to be trained

· content of the prevention training

· type of delivery and materials

· follow-up training for new personnel

· quality assurance

12. develops relationships with external resources:

· threat assessment experts

· federal and local law enforcement

· prosecutors

· FBI / ATF

· community mental health agencies

II.  Threat Management Team Activities

13. receives reports of threats

14. begins the investigation of any violation of the Installation Violence Prevention Policy

15. assists in assessing risk levels for personnel and assets

16. coordinates internal and external resources

17. interviews:

· target of the threats

· witnesses 

· individuals allegedly making threats

18. implements and monitors threat management and risk reduction plans

Specific Team tasks are defined more completely as follows:

19. Receive information about alleged threats from:

· military personnel 

· supervisors

· customers / contractors

· employees

· union representatives

· outsiders

· family members, etc.

20. Initiate investigations of reported threats:

· Verify allegations.

· Interview targets, witnesses, informed others.

· Assess risk of harm.

· Implement protective options.

· Communicate with involved parties.

· Assess litigation exposures.

· Document activities.

21. Notify targets of all threats.

22. Initiate and Maintain communications with:

· person reporting threat  (3rd party)

· recipient of threat  (target)

· other identified target (s)

· family members of target (s)

23. Notify appropriate managers/departments:

· on “need to know” basis

· other affected employees 

· co-workers in at-risk units

24. Open communications with the Alleged perpetrator:

· perpetrator (himself/herself)

· perpetrator’s supervisor

· perpetrator’s family, if feasible

· law enforcement

25. Obtain relevant information from other resources/departments.

26. Human Resources / MER Team representatives may review:

· subject’s employment application & references

· personnel files

· grievances / litigation filed

· disciplinary actions

· complaints

· transfers

27. Provost Marshal / security team representatives may conduct:

· risk assessments

· interviews with witnesses and targets

· criminal history / background checks

· legal weapons ownership / registration/ permits

· liaison with local law enforcement

28. The Occupational Medicine staff may schedule physical exams and employee assessments, when voluntarily accepted by subject (with appropriate releases of information).

29.  The labor attorney may review circumstances of threats, contractual agreements, policies, and assess potential for litigation exposures under OSHA, federal civil service and military personnel codes.

30. The chaplain will assist in counseling and spiritual needs of individuals affected by threat situations and sources of distress, which may result in ineffective coping.

31. EAP professionals will monitor both the need for counseling of identified targets and make referral to community resources for those individual who are distressed and demonstrating inappropriate behaviors which make others feel “uncomfortable”.

32. Health and Safety personnel will maintain a recording keeping system and data base on incidents, consistent with OSHA guidelines and hazard identification / hazard mitigation and hazard control safety activities.

33. The Team will also establish and maintain liaison with appropriate departments and groups:

· legal

· human resources

· employee relations

· risk management

· union representatives

· specialized community services (with signed releases)

· psychiatric hospitals

· psychological support

· medical exams

· threat assessment experts

· crisis management experts

· law enforcement (local, AFT, FBI)

· prosecutors

34. The Team will develop protective response options for the target(s) of threats 

· Assist with personal awareness protection training for target(s):

· home

· community

· work

· Risk awareness / security plans for the facility and work site

· receptionist at at-risk area

· security contingency plans

· Emergency communications for targets of threats, when appropriate

· pagers

· cell phone

· phone caller ID, etc.

· psychological support / counseling

· legal options

· The Team may develop protective response options for the alleged perpetrator:

· open a fact-finding communication process to hear the “other side”

· collect data

· interview

· investigate

· determine litigation exposures

· assist in arranging for employee assessment with a trained psychologist, social worker or psychiatrist, if subject is willing to get such assistance

III. Post-Incident Response Team Activities

If a violent incident has occurred, the Team may initiate and help coordinate a Post-Incident Response with affected personnel. This includes:

· Assist employees after traumatic events:

· acts of workplace violence

· terrorism

· workplace fatalities

· serious injuries / accidents

· Facilitate employee and organizational recovery after such traumatic events.

· Coordinate a Critical Incident Response plan:

· Assess personnel needs for levels of crisis response

· Operate within the Installation Crisis and Emergency Response Structure

· Deploy Crisis Response Critical Incident Debriefing Teams

· Initiate Crisis Intervention Activities

· Coordinate follow-up care with an internal and external provider network for distressed personnel

Recognition of Potentially Violent Behaviors

Aggressive behavior is frequently an indirect cry for help that gets lost in our reactions to an individual’s behavior, or our fear of possible consequences.  Command, supervisors and managers are encouraged to take charge of these situations in the earliest stages. The employee who may be struggling with an underlying personal problem, or unresolved work-related issues can be helped. Taking decisive action in response to these early indicators may be the first step in an intervention process that puts employees in touch with the help, care and support they may desperately need.

The process of investigating threats and violations of the Installation Workplace Violence Prevention Policy begins with the occurrence of an employee act involving threats, intimidation, or violence.  The target, victim, or observer should immediately report the incident to an appropriate responsible party e.g., Command, Provost Marshal, the immediate supervisor or Department Director, or a member of the WVPT and/or dial 911.  

When the WVPT receives an incident report from employees or supervisors, they may work with the appropriate supervisor to investigate the situation.  They may analyze the risk and exposure in order to determine how the manager or the WVPT can effectively handle the situation.

Resource Network

The WVPT should identify a network of external resources who will provide timely and expert assistance, direction, and coordination when dealing with violent incidents.  The Team should develop relationships with these groups so that they are immediately available if an incident arises and the Team already knows what level of assistance they can provide. This network is usually composed of representatives of the following groups: 

· mental health providers

· EAP 


· prosecutors

· FBI

· local police department

· state police 

· domestic shelters

· ATF

· threat assessment professionals

Chapter Three: GENERAL WORKPLACE VIOLENCE PREVENTION SUPERVISOR ROLES AND RESPONSIBILITIES

This chapter will provide greater detail on the supervisor's roles and responsibilities relating to workplace violence prevention in terms of: 

· legal responsibilities

· health and safety responsibilities

· supervisor incident management responsibilities

· prevention 

· notification 

· management

Installation command has overall responsibility for military, civilian employees, facilities and operations. They are also responsible for ensuring that employees, supervisors and managers cooperate with the established violence prevention system.

Legal Responsibilities

The Installation is required to comply with the various federal, military, state, and local laws and OSHA regulations relating to workplace hazards, which may include intimidation and violence. Failure to recognize known hazards and take reasonable and appropriate action to warn and protect employees in hazardous situations may result in possible legal action.  

Supervisory Roles

Command encourages supervisors and managers to take thoughtful action whenever they are aware of a hazard that may involve threats or potential violence.  If they are unsure, and there is time, they should call the WVPT for coaching and guidance.  

If supervisors, managers, and the WVPT members need to take immediate action, that decision may be a "tough call." Command will work with supervisors so that they learn from the situation and continuously improve the incident management system.  Supervisors are encouraged to take reasonable and timely action whenever they are concerned about hazardous and dangerous situations, and the safety of people and operations.  

Supervisor / Manager Training

Supervisors and managers play a critical role in the implementation and ongoing enforcement of the Policy and guidelines.  They need to:

· know the information contained in the violence prevention policy 

· recognize the early warning signs of unresolved personal problems and potential violence

· know what is expected of them in this critical role

· know that they should take appropriate actions

· be able to readily access the WVPT and external resources that are available to them in the various stages of incidents associated with threats, anger, hostility, and violence

Workplace Violence Prevention

Early Intervention and Care Support

An excellent prevention strategy is to recognize potential trouble and initiate early interventions.  This involves knowing and being alert to the warning signs of unresolved personal problems and reaching out early in the pattern of deterioration to offer help. 

Incident Notification and Reporting

According to the incident management system, supervisors and WVPT are the focal point of hazard reporting, analysis, and control activities.  They are the link to various internal and external resources available to support the effective response to, and management of, workplace violence. The following describes the general procedures for handling all reports.

Initial Report

When an employee or supervisor reports a hazard involving indications or an incident of workplace violence, the supervisor and the Team should work together and gather enough information to quickly make a preliminary hazard analysis.  As defined earlier in this manual, workplace violence includes a wide range of risk, exposure, and urgency.  The Team must quickly determine whether immediate action is necessary in terms of emergency and evacuation notification.  Following that determination, the Team must decide whether there is time to gather more information and verify the report.  Finally, the team must clearly identify who needs to do what, and then coordinate incident management activities at your location. 

Investigation

Depending on the urgency of the situation, the WVPT may have time to gather more information about the situational context of the incident.  This includes gathering specific details of who, when, where, behavioral descriptions of what occurred, names of witnesses, and confirmation that what is being reported did, in fact, happen.  Supervisors, managers and employees are expected to cooperate with the investigation process.

Risk Analysis and Referral Threshold

Based on this information, WVPT will make a preliminary hazard analysis to determine risk and exposure.  This analysis will determine whether the corrective action or hazard control is something that can be handle at the department level, or whether external resources are required. These resources include subject matter experts in the areas of security, psychology, incident management, etc. to provide specialized analysis and direction as needed, based on the specifics of the incident.  

Incident Management

Management of threats (verbal and non-verbal), threatening and abusive behavior and harassment is the major responsibility of the WVPT.  The Teams focus on the communication, coordination, and management of activities among the following groups:

· Command, Supervisors, Directors, Managers, Human Resources

· EAP, Chaplain, Human Resources, Health and Safety

· Internal departments – Occupational Medicine, Security, benefits, legal

· Emergency Services, Provost Marshal, Federal Protective Services, Local Police

· External expert resources – threat assessment professionals, law enforcement, crisis centers, emergency medical services, domestic shelters, etc.

When acts of threats or violence arise, the Installation does NOT expect supervisors, managers, and WVPT members to be:

· Lone Rangers

Don’t handle workplace violence in isolation.  You have a role in a comprehensive incident management system.  External resources are available to provide coaching, direction, and support when situations escalate to levels requiring professional intervention.

· Robocops

Police and other law enforcement officials are trained, prepared and equipped to use physical force or protective custody to take charge of dangerous or violent situations.  Any situations that represent clear and imminent danger should be referred immediately to Installation security or law enforcement. 

· Dead or Injured Heroes 

In a life-threatening situation, the WVPT wants supervisors and managers to think of all employees and also their own personal safety.  This includes decisions and actions for retreat, escape and emergency notification.  Command does not expect management or the members of the WVPT to attempt to disarm the perpetrator or wrestle him or her to the ground or expect employees to risk their lives in an effort to take charge of a violent situation.  

In a life-threatening situation, supervisors may be the sole link to the outside for getting help on the way.  Their focus should be:

· get out 

· get help and notify security and law enforcement

· warn those exposed to danger

· evacuate employees from the area

Chapter Four: Continuum of Violence

Growing research into the incidents of workplace violence over the past ten years suggests a recurring pattern and reveals a common relationship between unresolved personal problems and a pattern of escalation – frustration, anger, hostility and violence.  People who act violently, moreover, often display early warning signs before they ultimately perform aggressive acts.

The factors involved in the continuum of violence distinguish four levels of increasing anger, hostility, and violence:

35.  early warning signs

36.  unacceptable behavior 

37.  threats and harassment

38.  assault and violence

The first two levels of the continuum are the primary responsibility of the line supervisors and managers.  The WVPT should set clear expectations, provide support, recognize and reinforce the efforts of supervisors and managers who respond to early warning signs and unacceptable behavior.  The third and fourth levels of threatening behaviors are the focus of the WVPT.

Level 1: Unresolved Personal Problems as a Cause of Potential Violence

The basic causes of violence may frequently involve unresolved personal problems such as the following: 

· family problems

· financial problems

· mental and physical illness

· personality disorders

· addictions, such as alcoholism or drug dependency

· compulsive behavior

· fear or frustration

· a “triggering” stressful event

When the person is repeatedly unsuccessful in overcoming the problem, the ongoing sense of failure or frustration may undermine self-confidence, self-control, and self-worth, resulting in aggression and anger. 

Stage One – Subtle Indications of a Problem

If the person does not get help to resolve the problem, the situation may surface first at home with family, then into the wider circle of relatives and friends, and eventually may begin to show itself in the workplace. It may appear as subtle changes in behavior.  

If these early warning signs do not lead to early supportive, coaching or constructive confrontation responses from supervisors and co-workers, the problem often continues. The signs frequently grow in intensity and frequency. When these signs are overlooked or ignored and the underlying problem continues, the frustration may grow into anger, and the subtle red flags are replaced by more obvious and unacceptable work-related behavior.

Stage Two - Anger and Frustration 

Co-workers, supervisors, and managers may become fearful or back away from unacceptable or unsafe behavior because they know the employee is already struggling with "personal demons". In effect, they are watching a hazard, or behavioral problems develop and they should not ignore these signs.  The employee's cry for help may not be recognized or is sometimes ignored.  This feeds into a growing resentment and hostility. 

Stage Three - Hostility 

When unacceptable and unsafe behavior goes unchallenged and is not confronted, the anger may escalate into open hostility in the form of threats, harassment, intimidation, or aggression.  At this stage, it would seem clear that something should be done and yet sometimes, the threats are not taken seriously; harassment and stalking may go unreported and unresolved.

Stage Four - Violence Waiting to Happen 

When the many signs and indicators involved in the cycle of violence are overlooked or explained away, it is possible that someday the person may finally erupt by committing an act of violence at a threshold, which cannot be ignored. Recognizing this continuum of violence demonstrates the possible pattern of predictability, recognition, control, and correction of early warning signs to implement preventive activities. 

If the basic cause - the unresolved personal problem - is not resolved, and the behavioral indicators of the problem are not confronted and corrected, the situation frequently gets worse and the behavior may become increasingly more hostile and violent.

Response to the Continuum of Violence

Risk Recognition

The early warning sign level of the continuum includes any and all red flags and indicators that something is "not right" with the person in question.   

The key characteristic of this initial phase is this – the situation is just beginning to show and may (or may not) adversely affect the employee's general behavior or job performance.  In the earliest stages, the signs usually do not involve any violation of workplace standards or personnel rules. 

Supervisor Actions

Managers and supervisors are in the best position to notice these indicators to evaluate their significance.  They should be alert to these early warning signs, and track any pattern or accumulation of these indicators.  If the signs continue and grow in intensity, supervisors and managers should use the following recommended hazard controls:

39. coaching and guidance

40. early intervention (referral to appropriate resources)

41. offer of help

Unacceptable Behavior 

The next level on the continuum involves an escalation of emotion and accompanying deterioration in performance, attendance, and/or behavior.  In the area of unacceptable behavior, we include outbursts of anger, bullying, intimidation, and verbal abuse. 

At this level of the continuum, supervisors and managers need to:

Hold employees accountable for compliance with the Workplace Violence Policy Statement.

Constructively confront unacceptable behavior.

Identify the appropriate corrective action.

Follow-up to assure that the hazard is eliminated, and performance, attendance, and behavior are restored to acceptable levels for Installation personnel.

Unacceptable expressions of verbal threats, intimidation, anger, bullying, intimidation, destruction of property, and abusive behavior are generally regarded as harmful actions which create fear and distress. 

Reasonable suspicion relating to an employee's psychological well-being calls for voluntary professional medical evaluation and testing to determine the risk a person in that condition represents to him/herself and to others in the workplace. 

At this level of the continuum, there is potential risk of angry and hostile outbursts and escalation when the person is confronted regarding the unacceptable behavior.  The WVPT is the appropriate internal resources for technical support, coaching, and direction when confronting and correcting unacceptable behavior, impairment, and abusive behavior.  When supervisors and managers have reasonable suspicion of impairment, they should assess the situation, take appropriate action, and contact security, the supervisor and the WVPT.

Threats and Harassment

Threats, threatening behavior, possession of a weapon, stalking, and harassment are the principal situations at the third level of the continuum.   Behaviors at this level may involve violations of the Installation Workplace Violence Policy and other policies relating to harassment and codes of conduct.  It is the specific responsibility of the immediate supervisors and the WVPT to address these issues when they are reported.

Threats and Threatening Behavior

Supervisors and managers should investigate all reports of threats, intimidation, stalking and harassment.  If these are confirmed, they will be reported and referred to the WVPT for further investigation and resolution. Threats and threatening behavior requires action from the supervisor and the WVPT.  They should conduct an initial threat assessment to determine immediate risk and exposure of possible harm. Serious threats that represent a clear and present danger, including any and all incidences of stalking and harassment, should be reported to security, the supervisor and WVPT. 

If preliminary investigation and assessment of these reports reveal an immediate and present danger to people and/or property, the Team will immediately contact the appropriate security resources, (i.e. Provost Marshal, law enforcement or security teams). These resources can assist the WVPT in conducting a thorough investigation and analyzing situations. 

Assault and Violence 

Assault and violence is the extreme end of the continuum and includes incidents of physical harm, assault, serious injury, weapon in hand, hostage-taking, rape, sabotage, and destruction of personal or Installation property.  At this level of the continuum, the immediate supervisor/manager, and the WVPT is responsible for communication, coordination, and management of safety responses to mitigate a violent incident.  By definition, these unsafe and violent acts represent the ultimate degree of danger of injury and harm.  

These situations require immediate action, to include the following four steps: 

· emergency notification – Provost Marshal / law enforcement 

· isolate the violence 

· warn those exposed to danger and clear the area 

· evacuation procedures 

If you receive a report of, or observe violence in process, immediately notify 911, the Provost Marshal and Security.  

Chapter Five: Early Warning Signs of Potentially Violent Individuals

Significant Change

One of the most obvious early warning signs is a significant change in behavior and attitude.  If an employee has worked at a location for any length of time, one usually has sufficient history, records, information, and a point of comparison to know that this is not the "same person."    Supervisors may notice that the person:

· has general suspicion of others

· has mood shifts

· is demonstrating changes in appearance, dress, and personal hygiene

· displays bizarre behavior, statements, gestures

· has difficulty carrying on conversations

· cannot control impulses

· is abusing drugs/alcohol, or has any history of substance abuse
Co-workers may begin to wonder, "What has happened?" -- and the answer is often found in any of the following areas. 

Significant Life Events

In some situations supervisors may even have some insight into what's behind the change.  Any of the following events can affect general behavior:

· major traumatic stress

· recent death of a significant person

· recent illness of self or a significant person

· family or parenting crisis

· marital problems, divorce, separation 

· job jeopardy, discipline or job loss

· financial losses 

· other personal problems 

Marginal Job Behavior

When a person is struggling with personal problems, the preoccupation, the stress, and frustration will soon follow the person into the workplace and begin to affect job behavior.  If the problem continues, and especially if it gets worse, it may show in the following areas of performance, attendance, or conduct:

· current job performance rating – high, marginal, low

· attendance problems – absenteeism, tardiness, away from the work station or the work area

· decreasing productivity

· inconsistent work patterns

· unreliability or unpredictability

· excessive requests for assistance or unrealistic demands for attention 

· deteriorating interpersonal relations

· poor job completion

· concentration difficulties

· poor safety practices – disregard for the safety of others

· on-the-job accidents or injuries

· history of interpersonal difficulties, transfers and disciplinary action

· co-worker and/or customer complaints

· excuses, alibis, and blaming others as the cause of his/her problems

General Workplace Signs

· sense of entitlement "the world/the Army owes me."

· pattern of complaint, grievance, litigation, and/or unfounded whistle-blowing

· frustration or moral sense of outrage with the Army, its rules, and procedures

· fear and/or frustration about job status or loss

· making "lists," documenting, or conducting surveillance of others

Fascination with Violence

· excessive interest in, or frequent references to, other acts of workplace violence, or those who recently, or in history, committed violence

· fascination with perpetrators of violence

· fascination with, and frequent talk about, weapons

· carrying a concealed weapon, or showing a weapon at work

· animal cruelty

Personal History

In trying to assess at-risk behaviors, it is helpful to try to ascertain past problems associated threats or violent behaviors displayed by the individual. These may include:

Threats and threatening behavior:

· escalation pattern

· frequency of threats

· specific threats to an identified target

· specific threats to other targets

· previous threats against the Installation

· previous threats against co-workers, customers

Aggressive behavior against people:
· patterns of aggression

· physical assault against another person

· domestic violence – spouse and/or children

· sexual abuse and misconduct

· romantic obsession and stalking

Aggressive behavior against property:
· destruction of property – Installation and employee

· computer sabotage – data, systems, e-mail, voice mail

· tool and equipment damage

· extortion

· arson

· intentional spills, scrap

· industrial espionage

· malicious rumors

· product tampering

Personality issues:

· anti-social

· emotional instability

· self-mutilation or self-harm

· severe depression and suicidal attempts

· neurological impairment

Diagnosis/treatment history – with appropriate releases of information from the subject:

· psychiatric hospitalizations

· outpatient treatment 

· court order for involuntary treatment

Chronic substance abuse – intoxication and/or withdrawal (current or past), treatment history, with appropriate releases of information from the subject

· alcohol

· sedatives

· marijuana

· heroin

· cocaine

· amphetamines

· hallucinogens

· inhalants

· prescription medication

Early Intervention

Many of the early warning signs that are listed above involve personal problems, disorders, and history. Command does not want supervisors, managers or other employees trying to identify symptoms or performing armchair diagnoses.  Command expects supervisors to be alert to signs and signals that may be staring them in the face. When supervisors begin to notice a pattern or accumulation of signs of unresolved personal problems, they should consider referrals for early intervention. 

Early Intervention is a process of cutting into a situation of continuing, unchecked deterioration and offering help that is readily available through either the Employee Assistance Program, the Chaplain, Family Advocacy or in the local community. 

Five steps of effective early intervention:

1. Have the supervisor meet with the employee in a confidential setting

2. Objectively describe the change or the indicators that you are observing.  

· do not ask for explanations

· do not encourage the person to unload

3. Describe how this behavior has raised your concerns, and if true, the concerns of other members of the work team.

4. Offer understanding and support.

5. Make an offer of help. 

Offer of Help to Distressed Employee

The Installation Violence Prevention process is designed, in part, to “help employees help themselves”. There is the opportunity for preventive intervention, and “offers of help” to employees who may be experiencing distress, are willing to seek help, and to bring their behaviors up to appropriate levels of job functioning. This can help save careers and lives.

The challenge of offering unsolicited help to another employee is doing it in such a way that the employee will accept the expression of concern and support.  If the offer sounds judgmental, or in any way suggests that the individual can't handle their personal affairs, the offer can be interpreted incorrectly. The affected employee may become defensive, shut down and may not accept the offer of help.

The following script has been crafted in anticipation of obtaining the best possible outcomes. Command encourages supervisors and managers to use it as a model to help military and civilian employees who continue to show signs of unsuccessful struggles with personal problems.

Offer of Help Script- to be delivered by the Supervisor

Changes like these (as discussed above) are often the result of things going on outside the workplace.  I don't know if this is what is happening and I realize this may be none of my business.  

I want you to know that you are a valued employee.  I have watched you change during the past few months and I am concerned.  I want to remind you that you don't have to sort this out alone.  There is excellent help available through our Employee Assistance Program and community agencies. Counseling may be covered, in part, by our health care benefits.

Here is the name of our Employee Assistance Counselor who has helped a lot of our people.  Whether you do anything about this is up to you, but I encourage you to follow through with this before it begins to affect your job and we may have to take further measures.

Behavioral Indicators and the Continuum

While early warning signs or “red flags” are the initial phase of a hazard recognition process, they should be a continuing part of all risk exposure analysis.  This allows you to proactively deal with the other levels of the continuum – unacceptable and abusive behavior, threats, and harassment, and physical assault and acts of violence.  

The WVPT is the primary resource for coaching and guidance when dealing with job behavior at this level of continuum. 

Unacceptable Job Behavior

Abusive Behavior

Abusive behavior is unacceptable in the workplace.  It undermines the mutual respect and consideration of others, which is vital to our mission, readiness and effectiveness.  Abusive behavior is a threshold level of hazard that calls for recognition and control.  The Installation regards the following to be examples of abusive behavior, which should be constructively confronted and corrected:

· pattern of angry outbursts

· bullying

· intimidation

· verbal abuse and threats

· disregard for the safety of others

The intervention process for both areas of unacceptable behavior is the same and includes: 

· observation and documentation

· constructive confrontation and corrective action

· de-escalation

· offer of help

The following indicators are additional early warning signs that the Team and supervisors should recognize as behaviors that should be confronted and managed in order to prevent possible risk and violence at the installation. 

Physical Signs

Illness, medication, drugs, and alcohol may cause physical impairment.  The signs involve appearance, behavior, and speech, thought patterns, movement, and odors.  The following are some common signs of possible physical impairment:

· lack of coordination, such as unsteady walk, movement, gestures

· slurred speech, difficulty expressing or thinking of a word

· unresponsive, out of touch with surroundings

· unusual smell – alcohol or marijuana

· glassy eyes, dilated or constricted pupils

· profuse sweating

· bizarre dress patterns, speech

· rapid changes in physical motion, gestures, speech

Psychological Signs

Mental illness, psychosis, paranoia, and a variety of personality disorders may cause psychological impairment.  The common signs involve behavior, speech and expression, emotions, gestures, and thought patterns:

· loss of impulse control and normal inhibitors

· unpredictable and erratic behavior

· delusional thinking

· disorientation as to person, place, time

· inappropriate behavior

· emotions

· gestures

· conversation

· thought


The WVPT is a resource for supervisors and managers who need assistance and direction in dealing with unacceptable and abusive work behavior, as well as employee assessment situations. 


Anger and De-escalation

The principal control in dealing with unacceptable behavior is constructive confrontation in which the supervisor or manager holds the employee accountable. The message should clearly describe the unacceptable behavior and the appropriate corrective action.  Despite the best efforts to prepare well and establish open communication, the employee may become upset and perhaps momentarily lose control during this constructive confrontation.  In responding to the information presented, he or she may become increasingly agitated, hostile, and even threatening.  It is especially important for anyone in this situation to separate themselves immediately from the emotional dynamics to avoid antagonizing the employee, and causing the situation to escalate out of control.  The following are general do's and don'ts for defusing and de-escalating tense situations. 

DO:

· Allow the person to ventilate and explain "his/her" side:

· encourage him/her to talk

· speak softly

· listen attentively

· mirror what is said

· avoid early interruptions or cutting the person off

· help them clarify an acceptable outcome that will resolve the situation

· acknowledge and validate his/her emotions

· maintain control of your emotions

· continue with the constructive confrontation process where the outburst and interruption occurred – but proceed when the employee calms down

· take time out and reschedule the meeting for another time when it is determined that the constructive confrontation will not be productive

· respect the collective bargaining agreements

DO NOT:

· get hooked on the person's anger and attack

· respond in kind

· counterattack

· make judgments or assumptions

· make threats about termination, insubordination, discipline, etc.

· posture or gesture as an authority figure 

· challenging stance

· hands-on-hips

· arms folded

· finger pointing

· standing over

· intense direct eye contact

· use phrases like, "Are you crazy?"  "Shut up."  "Calm down."

Personal Safety Precautions

If anger and hostility erupts when dealing with potentially violent behavior, supervisors and managers are encouraged to think in terms of their personal safety.  They should be familiar with the following strategies to protect their life and well-being.  As indicated earlier, Command does not expect supervisors or managers to play Lone Ranger, Supercop, or Superhero.  They should take these precautions:

· pay attention to your gut reactions and your limitations in dealing effectively with hostile situations

· if hostility is expected or likely, have someone sit in with you during the meeting with a potentially hostile employee

· make sure you have a way out of the room

· maintain a social distance of 5 to 10 feet

· if you see or even suspect the person has a weapon, get out and get help

· both parties should have equal access to a way out:

· coordinate the meeting with security available, and have an emergency signal predetermined in case you feel the situation is getting out of control.

If the situation continues to escalate, take the following actions:

· address the person's anger and aggression directly

· describe the effect this is having on you

· act on your limitations in dealing with open hostility

· suggest a time-out 

· reschedule the meeting for another time

If the person refuses to stop, take the following actions:

· plan escape

· get out

· get help

Threats and Harassment

Within this third level of the continuum, there is a wide range of risk and exposure with each of these specific behaviors.  The extent of the hazard depends on several factors that are determined by a person who is making the threat, or is displaying inappropriate behavior or harassment indicated by:

·    malicious intent

·    timing and proximity

·    seriousness

·    defined plan

·    specific target

·    prior experience in acting aggressively

·    capability means to cause harm e.g. availability of weapons

Threats and Threatening Behavior

A threat is an announcement or suggestion of intent to do physical harm to oneself, to another person or persons, or to the physical, intellectual, or property of the installation. When you receive either reports of threats or threatening behavior, or you are the target, or an observer, you first need to determine the seriousness of intent and whether it represents a clear and present danger, in order to respond appropriately and effectively.  

Given the possible range of intent and seriousness, command wants supervisors and managers to confront every threat they hear or that is reported to them

Chapter Six: Investigating and Assessing Threats

Receiving Reports

As the Team receives reports of threats, threatening behavior, and harassment, the members will need to gather information on the subject and on any specific targets.  At the outset, the objective is to substantiate the allegations and to separate fact from fiction – what actually occurred vs. the rumors and speculation about what might have happened.

When reports of threats, threatening behavior (or someone with a weapon) are received, the Team will need to make an immediate and basic threat assessment in order to determine what action should be taken and with what urgency.  The following four general situation categories will help you size up the situation to make your initial assessment.  You will need to determine whether you are dealing with:

· a false alarm – This is often a misunderstanding that was all a mistake, something taken the wrong way, or never even happened.

· a ventilator - It was an angry outburst, someone blowing off steam, and an unfortunate slip of the tongue.  The person didn't cause any harm and usually does not intend to actually hurt anyone.

· a bully - This is the person who does intend to scare and intimidate others.  It is often a pattern of getting one's way by pushing others around.  However, the bully when confronted, usually backs down.

· a time bomb - This is the low frequency person who represents a clear and present danger.  He or she intends to do harm and is capable of carrying out what has been threatened.

Threat Investigation

If the incident is not a false alarm, supervisors and managers should be able to provide the WVPT with an accurate and objective behavior description of the incident.  The Team, working with the involved supervisor (when appropriate), should then confirm the details of the report.  

Answers to the following questions will provide critical information that will be needed by the team in their initial assessment of the situation:

· What was the context of the incident?

· What was said or done? What were the exact words - the tone and level of voice? What was seen - the non-verbal, the gestures?

· Who did what to whom?

· When and where did it happen?

· How did it happen?  What led up to the incident?  What had been going on between the two?

· Are there other targets?

· Were there witnesses?

· What is your initial impression?  Do you think this is a serious threat?

· What early warnings signs did the individual display?

Further Information Areas

The following are information areas that are relevant to the investigation and analysis process.  After confirmation of the incident report, the WVPT should gather up as much of the following information that is available and that time and urgency will allow: 

· Where is the individual now?

· What was the specific language, actions, gestures of the threat?

· Who or what is at risk? Type of Threat?

· Is there a clear and immediate danger to an identified target?

· Is there a specific plan of action?

· type of intended violence or harm

· identified target or intended victim

· decisions as to when, where, how

· What is the motive?

· Has there been a pattern of early warning signs?

· How about a history of violence or overt aggression?

· What are recent stressful events, personal problems, losses?

· Is there an increase in intensity and frequency of intimidating behaviors?

· Does the perpetrator possess or have access to weapons, explosives, ammunition?

· Is there an obsessive focus on unresolved issues?

· Do they lack a social support system?

· family 

· friends or social activities

· religious affiliation 

THREAT INFORMATION CHECKLIST

	A checklist, which will guide a systematic investigation into these areas, can be found in the Appendix of this manual. 
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Duty to Warn and Protect

Personnel who are the recipient of threats should be warned that threats have been made against them.

Assault and Violence

This end of the continuum includes the worst case scenarios of workplace violence:

· homicide

· physical assault

· serious injury

· weapon in hand

· hostage taking

· rape

· sabotage

· destruction of personal or installation property

Fortunately, these are usually low frequency events.  Once this level of violence is set in motion, employees, supervisors, managers, and the Installation are vulnerable to the anger of the enraged worker.  

Safety and Survival

Previously, we presented a series of do's and don'ts.  The don'ts outlined the limitations of roles in dealing with violence.  At this level of the continuum, command does not expect you to attempt to take charge of this situation. 

Emergency Notification

Immediate emergency notification is critical.  Supervisors and managers are expected to immediately contact the Provost Marshal, local Police or dial 911 as soon as they become aware that violence is in progress. 

You will need to enlist the help of those nearest you and willing to join you in this effort.  Assign clear and specific tasks to assure that someone intends to:

· follow-up communication with the law enforcement to confirm the notification and to verify arrival and entrance

· Meet emergency responders at the door and identify the area or department where the violence is occurring.

· Isolate and seal off the area.

· Clear the area of bystanders.

· Initiate evacuation procedures.

· Maintain communication with external resources.

Resources

The Provost Marshal, Emergency Services, Federal Protective Services, and/or local law enforcement are primary resources in violent situations.  They are trained, equipped, and are responsible for:

· responding to large-scale emergencies

· using physical force to intervene and take control of a situation

· using physical force to restrain and subdue

· negotiating surrender and hostage release

· placing people in protective custody

Assault and violence situations will typically call for the direct involvement of the expert resources to provide and coordinate whatever additional support is needed to take control of the situation.   

Threat Investigation and the Process of Protecting People and Assets

A major issue facing trained Workplace Violence Prevention Teams is how to differentiate between the “troubled” or “difficult” individual, versus the individual who poses a threat. The potential threatener, hereafter called the Subject, may be either an outsider to the Installation, a contractor, a current employee, a former employee, family member, friend or significant other of an employee.

Whoever the threatener/subject may be, the process of threat assessment involves investigation and the analysis of situations and individuals who may pose threats to others or to the Installation. Fein and Vossekuil (1998) have developed the following comprehensive process to access risk and potential harm. The following guidelines are based on their work.

Key information for the Team to consider may be summarized around several questions:
· How do subjects develop ideas about making threats?

· How do subjects move from the idea of making a threat to cross that threshold to initiate acts of intimidation, assault or harm?

· What are their motives?

· How did the subjects select their targets?

· What early warning behaviors or communications, if any, do subjects make before threatening, harmful or violent actions?

· What role, if any, does mental illness play in their behaviors?

· What are some of the precipitating key life events for these individuals, which may facilitate violence to occur?

· What interventions and support may inhibit subjects from committing violence? 

Some of the dilemmas facing Team members have to do with the distinction of subjects “making” versus “posing a threat.  These may be stated as:

People can make threats for many reasons. Only some involve an intention or capacity to commit a violent act.

Many people, who make threats, do not pose threats. A person, however, can also present a grave threat without articulating it. 

Three Principles of threat assessment investigation 

 that team members should consider:

Principle One:
Violence is a process as well as an act. Violent behavior does not occur in a vacuum and incidents often are the culmination of long-developing identifiable trails of problems, conflicts, disputes and failures.

Principle Two:
Violence is often the product of an interaction among three factors:

6. The subject who takes violent action

7. Stimulus or precipitating conditions that lead the subject to see violence as an option, “way out”, or solution to a problem or life situation

8. A setting that facilitates or permits the violence, or at least does not attempt to stop it.

Principle Three
A key to investigation and resolution of threat assessment cases is identification of the subject’s “pre-attack-related” early warning signs or behaviors.

Perpetrators of targeted acts of violence often engage in discrete behaviors that usually precede and are linked to their threatening and violent acts; they consider, plan, and prepare before engaging in violent behavior.  They often become “mission” driven.

The Team may have the task of initiating case management of those subjects who have been deemed a threat to specific individuals or the Installation.

 In the investigation process, there are six types of activities which may fall into the realm of the Team actions.

· Identification of subjects

· Investigation of allegations

· Corroboration of facts

· Assessment of Collected Information

· Consultation

· Case Management Action Plan

1.  Identification of Subjects

Identification of subjects is the process by which people who may pose threats, come to the attention of the installation and of the team.

Some people self-identify by calling, writing, emailing or making conditional or direct threats to the people they are focusing on. The threat often is a means for the threatener to:

· express fear


· ventilate frustration or anger

· display emotional distress

· make demands for help or attention

· prevent an unwanted event from happening

· facilitate a desired action to occur

Some subjects come to the attention of the Team by being noticed by other- co-workers, supervisors, customers, significant others, family members, mental health professionals exercising a duty to warn, or local officials. Subjects attract attention because they engage in behavior that:

· makes specific threats to identifiable targets

· generates fear in others

· suggests bizarre or significant emotional distress

· crosses boundaries of appropriate levels of functioning, disciplinary policies

2.  Investigation
The process of investigation is to determine whether a subject has:


· displayed, in fact, the alleged early warning signs of threats or violence

· the motive, means, plan and intent to act out the threat or attack to a specific individual or installation facility

The verification and documentation of this information is important in order to determine the range of options the installation may wish to consider, justify and use in potential discipline, arbitrations and / or litigation. This helps determine:

· the level of risk, and

· whether no action, progressive discipline, termination, criminal charges, or psychiatric evaluation is appropriate

The Team may investigate numerous types of information when assessing the risk the subject may pose. These factors include identifiers, background information and current life circumstances, early warning signs of potentially violent behavior, such as:

Identifiers:

· name and aliases

· date of birth

· social security number and military identification numbers

· current address

· names and addresses of close relatives

· physical description and photographs

· handwriting sample

· driver’s license number

· employment application

· public information/records

· weapons ownership / registration

Background Information:

· education and training

· criminal history / driving record

· history of violent behavior

· military history

· history of expertise with and use of weapons 

· marital and relationship history

· employment history 

· history of grievances, disciplinary actions, transfers

· history of harassing others

· history of child abuse

· interest in extremist or radical groups

· travel history: especially travel behaviors to the alleged target’s community, workplace, residence, recreational activities, etc.

· previous lawsuits filed

Current Work and Life Situation

· What was the subject’s threat, or behaviors of concern that made others "uncomfortable"?

· Who or what is the target of the threats?

· What is/has been the relationship between the subject and the target?

· Has the subject engaged in visiting, approaching, harassing, menacing, intimidating, and stalking behavior towards the target?

· Do the targets and co-workers express a sense of fear and being made “uncomfortable” by the subject’s behaviors and communications?

· What is the subject’s known history of work-related threats and violence?

· Does the subject show evidence of emotional decompensation, poor job performance, or substance abuse?

· Has the subject made references to homicide, suicide, weapons, or other incidents of workplace violence, or to perpetrators who commit violent acts?

· Has the subject shown fascination/ intense involvement with fascist, paramilitary, extremist, survivalist, and police type activities?

· Has the subject been “making lists”, “documenting others”, conducting investigations or  “surveillance” of others

· Are there indications of self-mutilation, cruelty to animals, domestic violence, fire-setting?

· Is there evidence of bizarre, delusional, anti-social, substance abusing behavior?

· Is the subject experiencing known work-related or current stressors or “losses”?

· How does the subject feel about the Installation, its managers, co-workers, customers?

· Has the subject described a plan, means, motive, place, or target for violence?

· What stability factors / support systems are present in the subject?

· Review available subject communications: emails, letters, diaries, computer / Internet searches, voicemails, complaints, etc.

· Has the subject tried to circumvent security procedures, perimeters, etc.?

· How “organized” does the subject seem to be?

Heightened risks to the Installation occur when the subject:


· includes the installation, or its personnel, into his/her own delusional system

· vows retaliation or vengeance at future date for alleged wrong

· beliefs are resolute and unmodifiable

· claims permanent disability as a result of compensation claim or alleged, or real, injury, related to working at the organization

· makes specific threats to identifiable workplace targets or assets

· recently experienced a precipitating “loss” e.g. significant relationship, health, financial setback, and job status change

3.  Corroboration

Multiple sources of information should be interviewed, as well as the subject, to assess the accuracy, validity and veracity of allegations of threats made by the subject.  Other individuals who know the subject can be sources regarding the subject’s history of behaviors, interests, motives, and past and current capacity to carry out the threat to others, or to the targeted individual.  Information sources may include:

· the target(s)

· witnesses

· co-workers

· supervisors, current and previous

· family members, if cooperative

· customers

· contractors

· previous employers

· personnel records

4.  Assessment of Collected Information

Once the above data has been compiled, it should be assessed in terms of its credibility, accuracy and veracity.  After initial assessment of the collected facts, does it appear that the subject’s behaviors:

· pose a threat

· are unacceptable

· violate organizational policies

· pose a threat either to himself, herself, or to others

· have reached the criteria for :

· criminal prosecution

· involuntary commitment

· coaching

· counseling

· discipline

· termination

· can be managed with internal organizational resources

· need outside resources to assess severity and assist with the management of the situation

· creates potential litigation exposures for the Installation

5.  Consultation with Other Resources

Case management is often more effective when additional perspectives and systems are involved and utilized. These sources may be effective to engage, neutralize and redirect the subject from implementing threatened actions.  Such sources and systems may include:

· threat assessment professionals

· law enforcement- police, FBI, ATF, Provost Marshall

· legal consultants

· mental health agencies

· family and friends

· criminal justice system (prosecutors, courts, probation/ parole officers)

· social service agencies (domestic violence shelters, food, shelter etc.)

· religious organizations

· community organization

6.  Case Management Action Plan

The case management action plan includes the four elements of security activities, workplace administrative actions, case monitor current situation and circumstances of the subject and target(s), and case closure.

Once a threat is received, a constellation of protective and assessment activities should simultaneously be initiated.  The Installation’s first response should be its responsibility to protect life and property until a confidence level has been determined that lesser levels of alert are more appropriate.  The first priority must therefore be:

Security Activities
· start time log of protective actions and responsibilities assigned to individuals 

· notify legal counsel regarding the threat, and explore potential litigation exposures

· warn identified targets of threats made and others in supervision, management,

· public relations and operations, with a “need to know”

· implement security protection at targeted work locations

· provide protection activities for identified targets

· security briefings

· recommend giving cell phones

· transfer to “safe” areas

· relocate to shelters, other work locations, other geographic locations

· protect proprietary computer information and retrieval systems and assets

· change computer access, voicemails, email and remote access

· retrieve ID badges, keys, card, and credit cards

· notify suppliers and customers of suspension of authority, privileges

· consider possible surveillance of the subject

· implement security alerts at sites of potential vulnerability, disruption or penetration by the subject

· Notify, in writing about threats made to, and coordination with law enforcement and security at potential targeted work locations and residences for identified targets or organizational managers

· Note the risk at public forums, conferences, meetings, trade shows, where subject may have easier access to Installation leaders, targets or assets

· Coordinate activities with prosecutors, police and special law enforcement agencies as appropriate
Installation Administrative Actions

· If the Subject is an employee, there is a range of administrative actions to consider. These include:

· Disciplinary Actions

· Warning

· Progressive discipline

· Last chance agreements

· High-risk Termination

· Administrative Actions with Subject

· Coaching

· Retraining

· Administrative leave- with or without pay

· Non-disciplinary referral to EAP, with release of information to Team

· Demotion


· Vacation

· Re-assignment

· Re-location

· Negotiated separation agreement

· Administrative Actions with Target(s)

· consider referral for counseling

· give appropriate security updates

· inquire about other subject threatening communications


· Employee Assessment

· Refer to threat assessment expert for risk assessment

· Obtain a full release of information from the employee to share assessment information with employer as condition for temporarily holding discipline in abeyance. If feasible, also obtain a release of information to contact other current, or previous, treatment providers of the employee to get past history of medical/counseling assessments.

Case Monitor of Subject and Target(s) Behaviors
After the initial investigation of the threat and the implementation of violence prevention activities with the subject, target and installation personnel involved, the behaviors of the subject and target may be monitored.

These subject compliance issues should be monitored:

· Is subject complying or refusing to cooperate with Team recommendations?

· Is subject decreasing / ending inappropriate harassing, threatening, intimidating behaviors?

· Is subject reducing the intensity and frequency of inappropriate behaviors?

· Is the subject utilizing available support systems:

· available family / significant others

· EAP

· community agencies

· treatment participation

These target compliance issues may be monitored:

· Is target reporting less or no inappropriate contact from subject?

· Is target displaying significant fear, distress, and anger over situations?

· Is target participating in supportive activities with EAP, community agencies, treatment?

· Is target cooperative with security, Team members, and local law enforcement?

Case Closure

The Team may consider closing the case monitoring when the subject has changed his/her unacceptable thinking and behavior over time.  The Team may also confirm that the supportive intervention strategies that encouraged and helped the subject are effective, and are still involved with the subject.

The Team may maintain contact, at regular intervals, with sources of information that can verify appropriate functioning of the subject.  Such collateral-source information can corroborate or clarify information the Team is acquiring from the subject, the target, the immediate work group and other involved Installation employees.

The case may be considered for closure when the Team members can summarize why:

· the subject was originally considered a threat

· document the changes in the subject’s thinking and behavior that negate the original concerns.

· the subject is unlikely to pose a future threat to the target, others in the workplace or organizational assets and sufficient corroboration from others knowledgeable with the subject’s current level of appropriate functioning that validate these observations.  

Once a case is considered “closed”, the Team should conduct an operational critique of:

· the notification system

· the assessment system

· resources utilized

· protective response system/decisions regarding:

· the subject

· the target

· organizational assets

· lessons learned

· continuous improvement recommendations for the Violence Prevention System and Team roles

All decisions and actions may be documented in case such documentation is needed in future labor relations, administrative or other situations.
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Section Three:

Appendix

DRAFT:
 Workplace Violence Policy Statement

 [Notice: This policy is subject to be reviewed by the Installation Commander and legal counsel because case law and contractual agreements in this area are constantly changing, with new decisions rendered often, which may change some of this suggested draft content.]

Consistent with the Installation’s values and mission statements, Command is committed to establishing a work culture, which encourages mutual respect and dignity for all military, civilian employees, contractors and customers.  Command therefore wants to maintain a work environment, which is free from any actions suggesting or displaying threats, intimidation, harassment, aggressive, assaultive or violent behaviors. This includes behaviors made on company premises at all times and while engaging in business, with or on behalf of us, off our premises.

Command is therefore stating the following policy for all military and civilian employees. This statement is consistent with our desire to also maintain a two-way “open-door” grievance resolution policy, encouraging all employees to discuss any sources of conflict with command, supervisors and / or managers in order to resolve misunderstandings as fairly and quickly as possible.

We are implementing a “zero tolerance” policy for any acts of threats, assaults, acts of intimidation, destruction, or other behaviors that generate fear in employees, contractors or customers.  Zero tolerance means that all such reported acts may be investigated in a timely manner.  Such unacceptable behaviors include, but are not limited to: “jokes”, horseplay, references about violent perpetrators or violent acts, physical actions that create concerns of fear or bodily harm, domestic violence, actions that threaten the well-being or safety of others, and / or bringing a weapon of any kind onto our property.  In addition, we will make the presumption that any threat made, constitutes an employee’s intent to do harm. 

Any employee, supervisor, manager or command officer knowledgeable of a threat being made, has an affirmative obligation to report that information to a supervisor, manager, security, or member of the Workplace Violence Prevention Team.  If threats are not reported, than management will not know about them, and therefore will not be able to take appropriate actions in terms of investigation or protection that might be otherwise indicated.

No employee that makes a threat of intimidation or violence should expect to maintain privacy in those areas that need to be investigated in order to insure the safety of the installation and workplace. Notification to command or management that a threat or violent action has occurred, may result in an investigation of an employee’s background, criminal history, weapon’s ownership, and searches of his or her work areas.   

If an employee makes a threat and or commits an act of intimidation or violence, they may be subject to disciplinary action up to, and including termination. Employees committing such acts may be asked to participate in a mental health assessment by the installation.

The purpose of the policy is preventative and not punitive.  It is the responsibility of all of us to contribute to a safe workplace and management cannot do its part to prevent violence without the full cooperation of all military and civilian employees.  Along these lines, employees should be aware of a number of programs available to help employees experiencing problems. Depending on the circumstances, these may include the EAP, other leaves of absence, community mental health centers and domestic violence facilities.

For additional information or assistance, or to report a concern, please call your supervisor, manager, security or any member of the Workplace Violence Prevention Team.
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- Violence in the Workplace 

EMPLOYEE ACKNOWLEDGMENT OF RECIEPT 

I acknowledge that the INSTALLATION Policy on Violence in the Workplace has been explained to me and I have received and read a copy of the Policy.  I understand the policy and agree to all the requirements listed in the policy. 

 I understand that if I am found to be in violation of this policy, disciplinary action will be taken.  Questions about my commander’s, supervisor’s, application of this policy will be answered by a supervisor or a Human Resource representative.

DATE:

_____________________________________________

NAME:
_____________________________________________(Print)

TITLE:
_____________________________________________

SOC. SEC. #:
_____________________________________________

DEPT.:
_____________________________________________

SIGNATURE:

_____________________________________________

WITNESS:
____________________________________________

TITLE:
_____________________________________________

DEPT.:
_____________________________________________

	Threat Assessment Team Data Entry Template

	Incident Summary
	Type of Incident:
	

	
	Threat Report Date:
	

	
	Reported By:
	

	
	Date of Occurrence:
	

	
	Location:
	
	ZIP Code:

	
	Injury
	No
	Yes

	
	What Happened:

Short incident description.

Remember to describe

Specific behaviors.
	

	
	
	

	
	
	

	
	
	

	
	Priority Risk Scale:
	Priority 1
	Priority 2
	Priority 3
	Priority 4

	Participant 1

(Threatener)
	SSN:
	

	
	First Name:
	

	
	Middle Initial:
	

	
	Last Name:
	

	
	Current Position:
	

	
	Date of Birth:
	

	
	Sex:
	Male
	Female

	Participant 2

(Threatener 2

Or Target)
	SSN:
	

	
	First Name:
	

	
	Middle Initial:
	

	
	Last Name:
	

	
	Current Position:
	

	
	Date of Birth:
	

	
	Sex:
	Male
	Female

	Security Action
	Police Involved:
	No
	Yes

	
	Investigative Memorandum:
	No
	Yes

	
	Weapon Used:
	No
	Yes

	
	Police Action Taken:
	No
	Yes

	
	Police Report Number:
	

	WVPT Assignments
	Members Assigned:
	
	

	
	Recommendations:
	

	
	Actions Taken:
	Admin.
	Legal
	Psyc / EAP

Action
	Other

	Witness

(Witness 1)
	First Name:
	

	
	Middle Initial:
	

	
	Last Name:
	

	
	Current Position:
	

	
	SSN:
	

	Witness

(Witness 2)
	First Name:
	

	
	Middle Initial:
	

	
	Last Name:
	

	
	Current Position:
	

	
	SSN:
	


(From U.S. Postal Service Threat Manual)
Checklist for Threats and Assaults

If there is a reason to believe that a crime has been committed (injuries or property damage):
9. Seek first aid and medical treatment for all those injured.

10. Immediately call the Provost Marshal, local police and WVPT

11. Preserve the scene; do not allow anyone to touch anything.

12. Identify witnesses, especially if they cannot or will not remain at the scene.

13. To the extent possible, ensure that information received remains confidential.

14. Seek additional assistance if needed.

Otherwise, immediately:
Restore order and safety to work area.

Station involved employees in separate rooms.  Instruct or order involved employees to leave the workroom floor, if appropriate.  If employee refuses, call the police.

Advise command of the incident and notify the WVPT.

Notify the Human Resources Manager and/or senior labor relations specialist.

Notify WVPT for guidance if necessary.

Then:
Identify and obtain statements from participants and witnesses (with concurrence of WVPT and Legal and/or local police if called).

Immediately investigate all observed or reported altercations.

Obtain telephone number and address of each participant.

Consider placing employee who made threat or assault, in a nonduty status.  Review personnel options with MER. When placing an employee in this status, remember to obtain the most current address and telephone number before he or she leaves.

Complete the investigation.

Notify the Human Resources Manager and the senior labor relations specialist, as well as command.

Normally, a decision should be made and the employee notified of his or her duty status.  If the decision is not to return the employee to duty, consult with the WVPT and MER.

If subsequent discipline is to be issued, forward a properly completed request with all supporting documentation to MER.

Encourage the employee found responsible for a threat or assault on another employee or customer, to participate in an assessment with a WVPT designated psychiatrist or psychologist, and make an appointment with the local EAP. It is imperative that in these latter two referrals, the employee agrees to sign a release of information for the WVPT to follow up with the treating personnel.  Offer the other affected party (or parties) the opportunity to have additional appointments with an EAP counselor.

Remember, prompt and appropriate action is essential to reducing and/or eliminating employee altercations.  Failure to conduct an immediate and thorough investigation can be detrimental to disciplinary proceedings.
Risk Indicators

· Risk indicators include, but are not limited to, the following: 

· past history of violent behavior, e.g., physical assaults on other.

· having a concealed weapon or flashing a weapon in the workplace

· fascination with semiautomatic weapons and their capability to cause great harm to people

· history of mental health problems requiring treatment, especially a history of arrest before hospitalization

· altered consciousness (including blackouts and “lost” or unaccounted-for time lapses)

· history of suicide or homicide risk

· odd or bizarre beliefs (magical or satanic beliefs, or sexually violent fantasies)

· fascination with homicidal incidents of workplace violence and empathy for those who commit acts of violence

· preoccupation with violent themes (in movies and literature)

· inspiration of fear in others (this clearly exceeds mere intimidation)

· romantic obsession with a coworker characterized by harassment, intimidation, and/or stalking

· intimidation and harassment of others

· current or history of alcohol or drug abuse

· obsessive focus on grudge – often quick to perceive unfairness or malice in others, especially supervisor

· especially for males, great concerns or emphasis on sexually fidelity of mate

· recent stressful events or severe losses

· received loss of options

· indirect or veiled threats of bodily harm toward supervisory personnel, coworkers, or customers

· physical deterioration (head injuries, cancer, disability, kidney failure, etc.)

· extreme sense of moral righteousness about things in general as well as believing that the organization does not follow its own policy and procedures

· history of poor impulse control and poor interpersonal skills

· inability to handle constructive criticism well and projecting blame on others

· demonstrated disregard for safety or coworkers

· tendency to be a loner with little family or social support and often having an excessive investment in the job

NOTE:  It is important to keep in mind that there is no definite profile to determine whether a threatener will ultimately commit an act of workplace violence.  However, these signs, especially if they are in a cluster, will help determine risk abatement action(s) relative to the WVPT’s initial risk assessment of a potentially violent person.  Actions such as an employee assessment may be helpful to assess the risk more adequately.  Such recommendations are made in conjunction and consultation with the WVPT, personnel, and designated consultants.

(From U.S. Postal Service Threat Manual)
Priority Risk Scale

	Priority 1

(Extreme Risk)


	A clear and immediate threat of violence to an identifiable target(s).
    a.    directly stated threat of violence.

    b.   clearly identified target (person, worksite, or organization), and
    c.    specific description of the intended violent act



	Priority 2

(High Risk)
	A threat of violence, usually to an identifiable target, but currently lacking immediacy and/or a specific plan; or a specified plan of violence, but currently lacking a specific target.



	Priority 3

(Low or

Moderate Risk)
	A relatively nonspecific threat of violence from a person expressing concerns with personal and/or organizational issues.

The threatener does not indicate a clear and immediate threat of violence to an identifiable target.

The threatener appears to be insufficiently influenced by current circumstances to engage in a dangerous act.

Such threats frequently arise from a volatile worksite climate, or deterioration of an employee’s personal appearance and workplace relationships.



	Priority 4

(No Risk)
	No threat of violence indicated.
no implication of current danger or threat of violence

possibility of verbal or other inappropriate communications, which include derogatory comments without specific or implied threats of violence




Discussion of Priority Risk Scale

Priority 1 (Extreme Risk)

A clear and immediate threat to an identifiable target(s).
Priority 1 indicates that the threatener has:

· directly stated a threat of violence,

· clearly identified a target (person, worksite, or organization), and
· appears to have communicated a specific description of the intended violent act, including the means, opportunity, and motivation to carry out the threat

Priority 1 threats:

· are specific and credible

· have a stated intention by employee to seriously harm or kill him or herself and/or others, or may be directed at a specific worksite

· often have a vindictive, revengeful quality in which retribution plays a role

At Priority 1, the degree of danger increases and credibility is enhanced by:

· indications that the threatener has specific knowledge of the location, activities, and/or personal life of the target

· the extent that the threatened action is realistic or practical in design.

· repeated, escalating, and increasingly detailed threats

· a progressive decline in the employee’s physical and/or psychological health.

· a person experiencing intolerable levels of frustration or stress

The WVPT should give immediate priority to threats at this level, including:

· continual case management

· active review of security for the identified targeted person and/or worksite

· a formal risk abatement plan that includes intervention with the threatener and/or organizational unit

Plan immediate action to prevent a violent outcome.
Priority 2 (High Risk)

A threat of violence usually to an identifiable target, but currently lacking immediacy and/or a specific plan; or a specified plan of violence, but currently lacking a specific target.
A Priority 2 rating indicates a threat that is real and feasible, often with a vengeful, menacing quality, but lacking the level of specificity and credibility of a Priority 1 threat.

The target may be incompletely identified or unknown to the threatener.

The threatened action may be vaguely defined, unrealistic, or impractical in design.

A Priority 2 threat may also result from a volatile worksite climate or close connection to sites previously or currently experiencing threats of violence.

High-risk indicators may be present.

Response by the WVPT should include continuing threat assessment, case monitoring, and intervention at the individual and/or organizational unit as indicated.
Priority 3 (Low or Moderate Risk)

A relatively nonspecific threat of violence from a person expressing concerns with personal and/or organizational issues.
A Priority 3 rating does not indicate:

a clear and immediate threat of violence to an identifiable target

that the threatener is sufficiently influenced by current circumstances to perform a violent act

Priority 3 threats may include:

general expressions of concern of dissatisfaction with personal issues and/or interpersonal relationships

general expressions of concern of dissatisfaction with organizational issues that may result from a volatile worksite climate

Response to a Priority 3 by the WVPT should include an assessment of the validity of specific complaints or concerns, reasonable monitoring, and intervention at the individual and/or organizational unit level, if indicated.  Specific concerns include a progressive decline in physical and/or psychological health and/or worsening of organizational climate.
Priority 4 (No Risk)

No threat of violence indicated.
Priority 4 indicates that there is no implication of current danger nor threat of violence.  There may be verbal or other communication that includes offensive, inappropriate, or derogatory content, or expressions of anger or dissatisfaction without a specific or implied threat of violence.

  (From U.S. Postal Service Threat Manual)
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Dr. Kenneth L. Wolf consults on Workplace Violence, Threat Management, Critical Incident Response and Downsizing Strategies. He is a fully licensed clinical psychologist and is a Managing Partner of the Incident Management Team. Dr. Wolf is a Violence Management and Crisis Response Consultant to the United States Post Office and assisted with site coordination, management and critical incident debriefing logistics following the mass shootings at the United States Post Office in Royal Oak (1991) and Dearborn, Michigan (1993).  He also assisted with Crisis Management Response after the Northwest air disasters of Flight #255 (1987) and Northwest Flights #299 and #1482 (1990). Dr. Wolf assisted Ryder System and UAW- General Motors after the Oklahoma City Terrorist bombing.

Dr. Wolf is a consultant for the U.S. Army, Department of Defense in the areas of Violence Prevention, Threat Management and Force Protection.  He consults with the U.S. Army Civilian Human Resource Center (CPOCMA) and Army Materiel Command (AMC) Headquarters.  He has assisted/ consulted with the implementation of comprehensive Violence Prevention, Threat Response Team and Post-Incident Recovery Training programs for command, supervisors and personnel at Army installations, world-wide, including Redstone Installation/U.S. Aviation and Missile Command, USATA, West Point, Ft. Bragg Special Operations, STRICOM, Army Evaluation Center (AEC), Ft. Lewis, Army Defense Logistics Information Service (DLIS), Fort Meade, Fort McAlester, Fort Drum, Blue Grass Army Depot, U.S. Aberdeen Proving Grounds, Polk Air Force Base and Fort Carson.

On behalf of the American Society on Industrial Security (ASIS), Dr. Wolf gave testimony on Worksite Violence before Congressional Committees of the United States Senate and House in Washington D.C. on November 2, 1994.  He presented at ASIS National Conferences on Workplace Violence in Tempe, AZ, Washington D.C., Las Vegas, NV; Philadelphia, PA; Nashville, TN and the ASIS National Conference on Domestic Terrorism in Washington D.C. (1995).

Dr. Wolf assisted in writing the National Critical Incident Programs for UAW-General Motors, for UAW-Chrysler, Pinkerton, American Natural Resources (ANR) and trained their Crisis Response Team members at their North American facilities, respectively.  He also helped develop the Violence Prevention/Threat Management Programs for Intel, worldwide, and for BASF, Nortel (Northern Telephone), Meritor (Rockwell Automotive), and EATON.

He has consulted with or conducted seminars on worksite violence, threat assessment, post-incident response for the World Bank, AT&T, Intel, Ryder Systems, Wendy’s, NBC, Lockheed-Martin, BASF, U.S. Dept. of Energy, Los Alamos Laboratory, Sandia Laboratory, U.S. Securities Exchange Commission (SEC), U.S. Dept. of Labor OSHA, U. S. Office of Personnel Management (Federal Executive Institute-FEI), TRW Corporation, American Bar Association, Ford Motor Company, Daimler-Chrysler Corporation, Masco, Detroit Edison, Dayton-Hudson, Herman Miller, and Fortune 500 Companies.  He has consulted with the Accident Fund of Michigan, Cigna, American Society of Employers, the Greater Detroit and New York Chambers of Commerce, EAPA and  EASNA.  He has also worked with Key Bank, First Chicago National Bank of Detroit, SIAC (New York, American Stock Exchanges), Taubman Company, Marathon Oil Company, Northwest Airlines Flight Attendants, Kroger, Canadian National Railroad, and Little Caesar’s Pizza.

Dr. Wolf has consulted with the U.S. Department of Justice U.S. Marshals Service, the Federal Law Enforcement Training Center (FLEC), and is a Senior Crisis Consultant (CISD) to Wayne, Oakland and Macomb County’s Emergency Management Response Teams and the Psychological Consultant to Wayne County’s Weapons of Mass Destruction Response Team (Chemical/Biological Weapons).  He has consulted with the Detroit Police Department since 1977, twenty other Michigan police departments, the Michigan Association of Chiefs of Police, Police Officers Association of Michigan (POAM) and is a sworn Special Deputy Sheriff of the Wayne County Sheriff’s  Department.

Dr. Wolf has consulted in litigation strategies regarding potentially violence incidents with law firms including Morgan Lewis; Gardner, Carton & Douglas; Dykma Gossett; Dickinson Wright; Keller Thoma; Foster Swift Collins & Smith; and Varnum Rittering Schmidt & Howlett; Lord Bissel & Brook; Decision Strategies Fairfax International as a consultant for the United States Attorney General’s Office. Dr. Wolf was qualified as an Expert Witness in violence assessment and post-traumatic stress by Chief Judge James C. Turk of the United States District Court for the Western District of Virginia.  He is a disaster consultant for the Detroit affiliates of ABC, NBC and CBS television.

Marilyn Knight, M.S.W.

Incident Management Team

17117 West Nine Mile Road, Suite 1005

Southfield, Michigan  48075

mknightmsw@aol.com

Marilyn Knight, M.S.W., is the President/CEO of the Incident Management Team (IMT), an international Crisis Management, Security and Violence Prevention consulting company.  She is an international lecturer, presenter and trainer in the areas of Workplace Violence Prevention, Crisis Response and Organizational Change.  Among the many conferences where she has been a guest presenter include those sponsored by the U.S. Center For Disease Control (CDC), NIOSH,  National Safety Council, American Society for Industrial Security (ASIS), International Critical Incident Stress Foundation, United States Postal Service Nurses, Penn State University and University of Southern California.

Ms. Knight has consulted on Violence Prevention and Threat Assessment with the United States Army, U.S. Military Academy at West Point, Redstone Arsenal, Fort Bragg, U.S. Army Aviation and Missile Command, Fort Meade, Fort Lewis, STRICOM, U.S. Army Defense Logistics Service (DLIS), the Battle Creek Federal Center, Polk Air Force Base, the Civil Air Patrol: Selfridge Air Force Base, and U.S. Coast Guard. She has also consulted with the U.S. Securities and Exchange Commission (SEC) in the development of their Violence Prevention Program and supervisory training.









                   

Ms. Knight is the Director of a State of Michigan Department Consumer and Industry Service: Safety, Education and Training funded Grant, the purpose of which is to help corporations, employers and governmental entities develop Violence Prevention Policies, Procedures and Response Systems, establish Threat Assessment Teams,  and train Post-Incident Crisis Response Teams.

Ms. Knight has consulted with Fortune 500 companies in the areas of Violence Prevention, Threat Assessment, and Organizational Change Management. She assisted Intel Corporation in the design of their Workplace Violence Prevention System and training of their Workplace Response Teams worldwide.  She assisted in writing the National Crisis Response Program for UAW-General Motors, UAW-Daimler-Chrysler, Key Bank and Pinkerton and in training their Response Team members at their North American facilities. Other companies with whom she has worked include Eaton, NBC, Wendy’s, Siemens Corporation, Lockheed-Martin, BASF, United States Department of Education, Rockwell Automotive, New York Consolidated Edison, Blue Cross Blue Shield of Michigan, McDonalds and First Chicago-National Bank of Detroit. 

She was an on-site crisis consultant and assisted the United States Postal Service in Critical Incident Response and site-logistics after the mass shootings at the Royal Oak (1991) and Dearborn (1993) Michigan Post Offices.  She conducted Crisis Intervention Services for Northwest Airlines after the air disasters of NW Flights # 1093 and 1043 (1991). 

 She was a strategic Organizational Change Consultant to Los Alamos National Laboratory during their period of large-scale reorganization and reduction in force.  In the aftermath of the terrorist bombing of the Alfred Murrah Building in Oklahoma City, Ms. Knight was the on-site Crisis Responder and Consultant to the Ryder Corporation. She has trained and consulted with public entities and has performed Critical Incident Stress Debriefings (CISD) for the State of Michigan, Accident Fund, the Macomb County Emergency Response Team, and the Police Officers Association of Michigan (POAM).

Ms. Knight is a sworn Special Deputy of the Wayne County Sheriff's Department and was formerly a Special Deputy with the Genesee County Sheriff’s Department.  She is  a Coordinator of the Sheriff's Department Disaster Response Team, and has assisted in training law enforcement in Advanced Hostage Negotiations and Critical Incident Response. She created a Violence Prevention Train-The-Trainer program for law enforcement personnel and has presented this training to police officers representing departments and Crime Prevention Associations throughout Michigan. She is a member of the Wayne County Emergency Operation Center as a Psychological Consultant to its Weapons of Mass Destruction

(Chemical/Biological) Response Team. 
While employed at General Motors, she held numerous UAW positions including President of her Local Union. She was a member of the EAP Team, Community Coordinator and Business Unit Advisor during implementation of their joint programs. 

Ms. Knight received her B.A. degree from the University of Michigan and her Masters of Social Work (M.S.W.) from Wayne State University. She was on the Board of Directors of the National Association of Social Workers, Michigan Chapter.
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